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1	Decision/action requested
Null
2	Rationale
2.1 Introduction
When UE performs mobility between S1 and N1 mode, the current wording in TS 33.501 6.8.1.1.1 may leave UE in a state where there is no current 5G NAS security context but a valid non-current 5G NAS security context.  
2.2 Scenario
STEP 1: UE has "native current EPS security context" while it camps and registered in LTE. While it also has a “current native 5G security context” from previous 5G registration.
STEP 2:  UE moves from S1 to N1 via HO. NW indicated to use "mapped security context" (derived from current native EPS security context). So in this case UE is having "current mapped 5G security context” and "non-current native 5G security context”. (ref TS 33.501 Clause 8.4.2)
STEP 3: UE moves back from N1 to S1 in idle mode and uses "current mapped 5G security context” for integrity protection of TAU (ref 3GPP TS 33.501 subclause 8.5.2 step1). After TAU procedure, UE will delete "current mapped 5G security context” (ref 3GPP TS 33.501 subclause 8.5.2 ). At this time UE doesn’t have a current 5G security context but has one "non-current native 5G security context” as mentioned in STEP 2. 
STEP4: While UE is in S1 mode, UE moves to EMM-DEREG state (e.g. due to power down detach). In this case UE operating in single registration mode will move to 5GMM-DEREG state as well. Whereas "non-current native 5G security context” won’t be stored in USIM because it has not upgraded to "current native 5G security context” for the condition described in TS 33.501 Clause 6.8.1.1.1. 
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6.8.1.1.1	Transition from RM-REGISTERED to RM-DEREGISTERED
On transitioning to RM-DEREGISTERED, the UE and AMF shall do the following:
1.	If they have a full non-current native 5G NAS security context and a current mapped 5G NAS security context, then they shall make the non-current native 5G NAS security context the current one.
2.	They shall delete any mapped or partial 5G NAS security contexts they hold.
------------------------------------------------------------------------------------------------------------

------------------------------------------------------------------------------------------------------------
TS 24.501 
4.4.2	Handling of 5G NAS security contexts
4.4.2.1	General
The UE shall store the current native 5G NAS security context as specified in annex C and mark it as valid only when the UE enters state 5GMM-DEREGISTERED from any other state except 5GMM-NULL or when the UE aborts the initial registration procedure without having left 5GMM-DEREGISTERED.
------------------------------------------------------------------------------------------------------------

When UE powers on again and performs the Registration Request procedure, UE has to perform the AKA+ SMC procedure to derive a new security context, which could cause approximately 30% delay and thus impact the KPI of the registration time.
The use case can be summarized in the figure 1 below. 
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Figure 1 Security context handling in


3	Detailed Proposals
Proposal #1 – It is suggested that SA3 acknowledges this issue and endorse the corresponding CR in S3-212796. 
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